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Abstract 
 
While the pandemic wasn't exactly over in the most part of the world, organizations are pivoting to remote 
work enablement models at an unprecedented scale, not just as a short term measure for those who can't 
came to the office but also ready for the new normal when a majority of the employee are not working in a 
fix location. To prepare a business continuity plan that cover such situation wasn't easy. Implement a smart 
security strategies to ensure that not only workers but also business data remain secure is a critical priority.  
 
In this session, I will share at least six areas where organization should consider in business continuity 
planning and enable wokrforce mobility in order to mitigate security compromise as the global workforce 
rapidly goes remote. For example, discussion will include; 
 

• Securing your employee from malicious web content  

• Securing your sensitive data from leaving your organization 

• Securing your Cloud application and the sensitive data on the cloud 

• Securing your application from remote access 
 

Biography                                                                                    
 
With over 25 years of experience in cybersecurity, William has been helping customers across Asia Pacific to 
secure their digital transformation journey with a human centric approach by focusing on the rhythm of 
people as well as the flow of data in and out of the organization, With in-depth knowledge and experience 
in a wide spectrum of security technologies from Web and Email Security, Data Loss Prevention (DLP), NGFW, 
Insider Threat, Cloud Access Security Broker (CASB), to User and Entity Behaviour Analytics (UEBA), William 
is passionate in helping customer to manage the cybersecurity risk in the new borderless world. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Notes to registrants 
 
1. Please note that all personal data collected will only be used for this enrollment and administration purposes. They will not be disclosed by the ISACA China 

Hong Kong Chapter (“the Chapter) to any party outside the Chapter except as notified to you at the time of collection, or with your prior consent. For 
details of Chapter Privacy Policy, please visit www.isaca.org.hk/cms/content/view/108/54/. 

2. The Chapter reserves the right to change the event details at any time in circumstances beyond our control. In case of such c hanges, the details will be 
announced at the chapter website (www.isaca.org.hk).   

3. In addition to any specific purpose, where personal data is provided by you, the Chapter may occasionally use such data to send you materials regarding 
our services. If you opt not to receiving these materials, please at any time let us know by sending e-mail to privacy@isaca.org.hk. 
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